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Background 
 
Prestige, as a group, is committed to conducting its business in accordance with all applicable Data Protection 
laws and regulations and in line with the highest standards of ethical conduct. It applies to all entities within 
the Prestige Group and is designed to ensure compliance with applicable data protection and privacy 
regulations in the jurisdictions where these entities are located, ie Malta and the United Kingdom. It has 
therefore adopted the following principles and undertakings to underpin this.   
 
The principles for processing of personal data: 
 
Lawfulness, fairness and transparency 
 
Personal data will be collected and processed in a lawful, fair and transparent manner to protect the individual 
rights of the data subjects. 
 
Restriction to a specific purpose 
 
Personal data will only be collected for specified explicit and legitimate purposes and will not be processed in 
a manner incompatible with those purposes. 
 
Accuracy of Data  
 
Personal data will be accurate and where necessary kept up to date. Prestige will take all reasonable steps to 
erase or rectify errors or inaccurate information without delay. 
 
Relevant Data  
 
Personal data will be adequate, relevant and limited to what is necessary. Personal data will not be stored 
longer than necessary. 
 
Rights of data subjects 
 
Prestige respects the rights of all data subjects including rights of access to their data, the right of restriction 
of processing or erasure, and the right of accuracy.  Prestige will provide clear and unambiguous information 
about how and why subjects' data are collected and processed.  
 
Right to be Forgotten 
 
Time limits for storage of personal data will be defined.  Prestige will erase personal data that is no longer 
necessary in relation to the purposes for which it has been collected or where the original consent or permission 
is withdrawn and no other legitimate purpose for processing applies.  
 
Data security 
 
Personal data will be processed securely. Measures will be taken against unauthorised processing or 
alteration, and against loss or destruction or unauthorised disclosure of or access to personal data transmitted, 
stored or otherwise processed. Prestige will seek to ensure ongoing integrity, availability, confidentiality and 
authenticity.  
 
Prestige will provide resilient systems and services when processing personal data.  
 
In the event of an incident Prestige has the ability to restore the availability and access to data in a timely 
manner. 
 
Data protection by design and by default 
 
Prestige will implement appropriate technical and organisational measures for ensuring that, by default, only 
personal data that is necessary for each specific purpose of the processing is processed. 
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Accountability 
 
There shall be accountability in all processing activities.  
 
This Policy defines requirements to ensure compliance with laws and regulations applicable to the Prestige’s 
collection, use, processing, and transfer of personal data throughout the world. Prestige consists of several 
companies under common ownership and control and has agreed to comply with the policies set down and 
utilise the UK company as the Issuer and maintainer of the policy. 
 
Scope and Jurisdictional Applicability 
 
Prestige is committed to complying with the applicable Data Privacy and Protection requirements in the 
countries in which it operates. Because of differences among these jurisdictions Prestige has adopted a Data 
Protection Policy which creates a common core of values, policies and procedures intended to achieve generic 
compliance, supplemented (where applicable) with additional guidance applicable in those jurisdictions which 
require such additional guidance. 
 
This Policy is based upon the UK Data Protection Act 2018 and the General Data Protection Regulation 
(GDPR) as amended on 01 January 2021 by regulations under the European Union (Withdrawal) Act 2018, to 
reflect the UK’s status outside the EU but remains operating alongside the EU Regulation 2016/679, which 
provides a model for global Data Protection and privacy compliance.  For operations based in Malta, this Policy 
also reflects the provisions of the Malta Data Protection Act (Chapter 586 of the Laws of Malta), which 
supplements the GDPR and governs national implementation. Prestige has adopted this policy for Prestige 
affiliated companies who may be outside of the UK. 
 
This Policy applies to all affiliates, suppliers and contacts who receive and send Personal Data to and from 
Prestige, have access to Personal Data collected or processed by the Prestige, or who provide information to 
the Prestige, regardless of geographic location. 
 
Prestige will use reasonable efforts to correctly establish its status for all Data Processing as either a Data 
Controller, or Data Processor acting for another Data Controller. 
 
This Policy also reflects operational resilience requirements applicable to financial entities under Regulation 
(EU) 2022/2554 (Digital Operational Resilience Act – DORA), particularly as they intersect with data protection 
controls. 
 
Group Compliance 
 
Prestige is committed to ensuring the adherence to the policy and will implement procedures, as well as any 
duties required by applicable law, including: 
 

• determining whether notification to one or more Data Protection authorities is required as a result of 
the Prestige’s Data Processing activities, then making any required notifications, and keeping such 
notifications current 

• designing and implementing ongoing programs for training employees in Data Protection rules and 
procedures 

• establishing procedures and standard contractual provisions for obtaining compliance with this Policy 
by group companies, affiliates, suppliers, and third parties who receive Personal Data from Prestige, 
have access to Personal Data collected or processed by Prestige, or who provide information to 
Prestige, regardless of geographic location 

• establishing mechanisms for periodic audits of compliance with this Policy, implementing procedures, 
and applicable law 

• establishing, maintaining, and operating a system for prompt and appropriate responses to Data 
Subject requests to exercise their rights 

• establishing, maintaining, and operating a system for the prompt and appropriate automatic disclosure 
to the relevant authorities and Data Subjects of any loss of Personal Data 
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• informing senior managers, officers, and directors of Prestige of breaches or suspected breaches to 
the policy 

• ensuring that the risk management plans in relation to Data Protection are implemented effectively 
and promptly 

• ensuring that adequate assurance regarding the effectiveness of Data Protection procedures and 
audits is provided to the Board, management and other stakeholders. 

 
Data Protection Principles 
 
Prestige has adopted the following principles to govern its use, collection, and transmittal of Personal Data, 
except as specifically provided by this Policy or as required by applicable laws: 
 

• Personal Data shall only be processed fairly, lawfully and in a transparent manner. 
• Personal Data shall be obtained only for specified, explicit, lawful, and legitimate purposes, and shall 

not be further processed in any manner incompatible with those purposes. 
• Personal Data shall be adequate, where necessary kept up to date, relevant and not excessive in 

relation to the purposes for which they are collected and/or processed. 
• Personal Data shall be kept in a form which permits identification of data subjects for no longer than 

is necessary for the purposes for which the personal data are processed. 
• Personal Data shall not be collected or processed unless one or more of the following apply: 

 
o The Data Subject has provided Consent. 
o processing is necessary for the performance of a contract directly with the Data Subject, or to 

which the Data Subject is an affiliate of a party. 
o processing is necessary for compliance with a legal obligation. 
o processing is necessary to protect the vital interests of the Data Subject. 
o processing is necessary for legitimate interests of Prestige or by the third party or parties to 

whom the Data are disclosed, except where such interests are overridden by the fundamental 
rights and freedoms of the Data Subject. 

 
The appropriate physical, technical, and procedural measures shall be taken to: 
 

• prevent and/or to identify unauthorised or unlawful collection, Processing, and transmittal of Personal 
Data; and 

• prevent accidental loss or destruction of, or damage to, Personal Data. 
 
Transfers to Third Parties  
 
Personal Data shall not be transferred to another entity, country or territory, unless reasonable and appropriate 
steps have been taken to establish and maintain the required level of Data Security. 
 
Personal Data may be communicated to third persons only for reasons consistent with the purposes for which 
the Data were originally collected or other purposes authorised by law. 
 
All transfers of Personal Data to third parties for further Processing shall be Subject to written agreements 
supporting the security of the data transfer. 
 
UK Data and/or EU Personal Data shall not be transferred to a country or territory outside the European 
Economic Area (EEA) unless the transfer is made to a country or territory recognised by the UK and/or EU as 
having an adequate level of Data. 
 
Subject to the provisions of the above, Personal Data may be transferred where any of the following apply: 
 

• The Data Subject has given Consent to the proposed transfer. 
• The transfer is necessary for the performance of a contract between the Data Subject (Personally or 

via his employing company as a Prestige client) and Prestige. 
• The transfer is necessary for the conclusion or performance of a contract concluded in the interest of 

the Data Subject between Prestige and a Third Party. 
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• The transfer is necessary or legally required on important public interest grounds, or for the 
establishment, exercise, or defence of legal claims. 

• The transfer is required by law. 
• The transfer is necessary to protect the vital interests of the Data Subject. 

 
Sources of Personal Data 
 
Personal Data shall be collected only from the Data Subject unless the nature of the business purpose 
necessitates collection of the Data from other persons or bodies. 
 
If Personal Data is collected from someone other than the Data Subject, the business unit collecting the Data 
must have confirmation, in writing, from the supplier of the Data that the Data Subject has provided Consent 
to the transfer to Prestige. 
 
Data Subject Rights 
 
Data Subjects shall be entitled to obtain the information about their own Personal Data upon a request made 
in writing to Prestige who will establish a system for logging each request under this Section as it is received 
and noting the response date 
 
Prestige shall provide its response to a request as quickly as possible, however within the limits of the 
legislation of the country where the data is being requested that is in the UK no later than one calendar month, 
starting from the day the request is received. If the Prestige needs further information to be able to deal with 
the (e.g., ID documents), the time limit will begin once this additional information has been received. 
 
If your request is complex or you make more than one, the response time may be a maximum of three calendar 
months, starting from the day of receipt. 
 
Data Subjects shall have the right to require Prestige to correct or supplement erroneous, misleading, 
outdated, or incomplete Personal Data. 
 
Data Subjects can object to the processing of their data and can also request data to be erased under the 
“right to be forgotten rules” being applied unless Prestige are able to demonstrate legitimate cause for this not 
to be effective.  This will also be subject to a one calendar month completion from date of receipt.  
 
Prestige may establish reasonable fees to cover the cost of responding to requests from non-employee Data 
Subjects. 
 
Types of Data and Information 
 
Prestige may act in the capacity of a Data Processor and or Data Controller.  The types of information which 
we may collect, process and hold may include, but is not limited to proof of identity, proof of address, (where 
we are obliged to collect such documents legally);  personal details which may include contact telephone 
numbers and email addresses and employment history (this may be in the form of a CV), we may request bank 
and tax details, contractual agreements and other personal details as is reasonably required as necessary to 
discharge regulatory and legal obligations).   
 
Sensitive / Special Category Data 
 
Sensitive / Special Category Personal Data should not be processed unless: 
 

• processing is specifically authorised or required by law. 
• the Data Subject expressly and unambiguously Consents. 
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Criminal offence data 
 
Criminal Offence Data will not be processed unless there is an Article 6 basis for processing, and processing 
is under the control of official authority or authorised by domestic law. 
 
Data relating to criminal offenses may be processed only by or under the control of the Legal Department or 
its equivalent. 
 
Data Retention 
 
Personal Data must be kept only for the period necessary for permitted uses. Prestige has established local 
Record Retention Policies which determine applicable timescales for Data deletion. 
 
Personal Data shall be erased if their storage violates any Data Protection rules or if knowledge of the Data is 
no longer required by Prestige, or at the request of the Data Subject. 
 
Intra-Group Processing 
 
Where Prestige relies on another group company to assist in its Processing activities, Prestige will enter a data 
transfer process is in place with that other group company to ensure that responsibility for the data is clearly 
identified, as both parties may be considered as Data Controllers. 
 
Where the other group company is located abroad, the group companies involved in the Processing shall be 
known as a Data Exporter and a Data Importer respectively, although there may be more than one Data 
Importer involved in the Processing. 
 
Third Party Processors 
 
Similarly, where Prestige relies on third parties to assist in its Processing activities, Prestige will choose a Data 
Processor who provides sufficient security measures and take reasonable steps to ensure compliance with 
those measures. 
 
Prestige will enter into a written contract with each Data Processor requiring it to comply with Data privacy and 
security requirements imposed on Prestige under local legislation. 
 
In accordance with DORA Articles 28–31, Prestige ensures that ICT third-party providers, including cloud and 
software services, are subject to enhanced contractual obligations, risk assessments, and periodic reviews to 
confirm resilience, security, and data protection compliance. 
 
Audits of Third-Party Data Processors 
 
As part of Prestige’s internal Data auditing process, Prestige shall conduct periodic checks on processing by 
third party Data Processors which will include reconfirming current security measures. 
 
ICT Incident Response and Reporting 
 
Prestige has adopted a dual incident response approach that complies with both the General Data Protection 
Regulation (GDPR) and the Digital Operational Resilience Act (DORA). All ICT-related incidents, including 
cyberattacks, system failures, and disruptions affecting data confidentiality, availability or integrity, are subject 
to timely assessment and may be reported to supervisory authorities in line with legal obligations. Where such 
incidents constitute a data breach, Prestige will notify the relevant Data Protection Authority in accordance 
with GDPR Article 33. 
 
Notice to Directors, Managers, and Officers for Non-Compliance 
 
The compliance team shall notify directors, managers, and other officers of Prestige that: 
 

• failure to comply with relevant Data Protection legislation may trigger criminal and civil liability, 
including fines, imprisonment, and damage awards; and 
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• they can be personally liable where an offence is committed by Prestige with their Consent or is 
attributable to any neglect on their part. 

 
Data Security 
 
Prestige has, as part of this document, documented Data Protection and Electronic Communications policies, 
under which it shall adopt physical, technical, and organisational measures to ensure the security of Personal 
Data, including the prevention of their alteration, loss, damage, unauthorised Processing or access, having 
regard to the nature of the Data, and the risks to which they are exposed by human action or the physical or 
natural environment.  
 
These measures will be documented within the Data Protection and Electronic Communications, which will be 
reviewed at least annually, or when necessary, to reflect significant changes to security arrangements. 
 
Prestige also aligns its data protection controls with the operational resilience standards set by the Digital 
Operational Resilience Act (DORA Regulation EU2022/2554).  This includes integrating personal data 
protection into broader ICT risk management, continuity and recovery frameworks. 
 
Security measures should include the following: 
 

• prevention of unauthorised persons from gaining access to Data Processing systems in which 
Personal Data are processed. 

• preventing persons entitled to use a Data Processing system from accessing Data beyond their needs 
and authorisations. 

• ensuring that Personal Data during electronic transmission during transport or during storage on a 
Data carrier cannot be read, copied, modified or removed without authorisation. 

• ensuring Personal Data is protected against undesired destruction or loss. 
• ensuring data collected for different purposes can and will be processed separately. 
• ensuring that data provided is not in excess of that which is required or has been requested. 
• ensuring data is not kept longer than stipulated in the Data Retention Policy, including by requiring 

that Data transferred to third persons be returned or destroyed. 
 

Compliance Measurement. 
 
Prestige shall implement and maintain a compliance framework to regularly assess adherence to this Data 
Protection Policy and applicable legal obligations. The approach to compliance audits will vary by jurisdiction, 
as follows: 
 

UK Office 
 
The UK office shall establish a formal schedule for conducting Data Protection compliance audits at least 
annually. These audits will evaluate data collection, processing, and security practices in relation to both digital 
systems and manual "Relevant Filing Systems." The process will involve: 
 

• Identifying any deficiencies in compliance with this Policy and applicable law; 
• Developing and implementing a plan to correct such deficiencies within a fixed, reasonable timeframe; 
• Reviewing and updating internal policies and procedures as needed to ensure continuous 

improvement and alignment with the UK Data Protection Act 2018 and UK GDPR; 
• Satisfying any applicable self-certification requirements of the UK Data Protection Authority. 

 

Malta Office 
 
The Malta office will be assessed through the company’s Compliance Monitoring Program, which is conducted 
over the span of each year and reviewed at least annually. The Compliance Officer will perform periodic spot 
checks of the Malta team’s handling of personal data to verify alignment with this Data Protection Policy and 



 
 
_________________________________________________________________________________ 
 

Prestige Capital Management Limited – Data Protection Policy – POL13/ V02/ Y2025           8 | P a g e  
 

compliance with Maltese data protection laws and regulations, including the Malta Data Protection Act (Chapter 
586) and the GDPR as implemented nationally. The spot checks will assess the practical application of data 
protection principles and will support continuous improvement and awareness across the team. 
 

Digital Operational Resilience Testing. 
 
As part of Prestige’s compliance with DORA, the company conducts periodic testing of its digital operational 
resilience. The findings feed into continuous improvement of both ICT systems and data protection 
mechanisms. 
 
Access 
 
This Policy shall be available at Prestige’s website.  This Policy may be revised at any time but at least annually 
and the latest copy will be website. 
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Glossary 
 
Consent means any freely given specific and informed indication of his wishes by which the Data Subject 
signifies agreement to Personal Data relating to him being processed.  Consent may be obtained by a number 
of methods. These may include clauses in contracts, unticked check boxes on replies to application or forms, 
unticked click boxes contained in online forms/forums where Personal Data is entered. 
 
In most European Union countries, consent to the Processing of Sensitive / Special Category Personal Data 
needs to be clear and unequivocal. This generally means that some form of specific, active Consent) is 
required. This requirement is sometimes found to be less unequivocal beyond the EU. 
 
Data (whether or not having an initial capital letter) as used in this Policy shall mean information which either: 
 

• is being processed by means of equipment operating automatically in response to instructions given 
for that purpose. 

• is recorded with the intention that it should be processed by means of such equipment. 
• is recorded as part of a Relevant Filing System or with the intention that it should form part of a 

Relevant Filing System. 
• does not fall within any of the above, but forms part of a readily accessible record covering an 

individual. 
 

Data therefore includes any digital Data by computer or automated equipment, telephone recordings, and any 
manual information which is part of a Relevant Filing System. 
 
Data Controller means a person who (alone or with others) determines the purposes for which and the manner 
in which any Personal Data are, or are to be, processed. 
 
Data Exporter means the Data Controller or Data Processor who transfers the personal data abroad. 
 
Data Importer means the Data Controller or Data Processor who agrees to receive from the Data Exporter 
personal data for further processing in accordance with the terms of this Policy and the relevant Data Transfer 
Agreement. 
 
Data Processor means any person, other than an employee of the Data Controller, who processes the Data 
on behalf of the Data Controller. A company may be a Data Processor if defined as such under contractual 
terms with the Data Controller. 
 
Data Subject means the person to which Data refers. Data Subjects include customers and web users, 
individuals on contact /e-mailing lists or marketing Databases, employees, affiliates, contractors and suppliers. 
Issuer means Prestige Capital Services Limited 
 
Personal Data means Data related to a living individual who can be identified from the Data or from the Data 
and other information in the possession of, or likely to come into the possession of, a Data Controller or Data 
Processor. Personal data does not include information that has been anonymized, encoded or otherwise 
cleaned of its identifiers, or information which is publicly available, unless combined with other non-public 
personal information. 
 
Prestige is defined as the companies under common control listed as Prestige Capital Services Limited, 
Prestige Capital Management Limited, Prestige Asset Distribution Limited and Prestige Fund Management 
Limited. 
 
Processing covers a wide variety of operations relating to Data, including obtaining, recording or holding the 
Data or carrying out any operation or set of operations on the Data, including: 
 

• organisation, adaptation, or alteration. 
• disclosure by transmission, dissemination, or otherwise; and 
• alignment, combination, blocking, erasure, or destruction. 
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Relevant Filing System means any set of information relating to individuals, whether kept in manual or 
electronic files, structured, either by reference to individuals or by reference to criteria relating to individuals, 
in such a way that specific information relating to an individual is readily accessible. 
 
Therefore, any digital Database and/or organised manual files relating to identifiable living individuals fall within 
the scope of Data Protection laws and regulations, while a Database of pure statistical or financial information 
(which cannot either directly or indirectly be related to any identifiable living individuals) will not. 
 
Sensitive Data or Special Category Data means Personal Data containing information as to the Data Subject’s: 
 

• race 
• ethnic origin 
• political opinions 
• religious or philosophical beliefs 
• trade union membership 
• genetic data 
• biometric data (where this is used for identification purposes) 
• health data 
• sex life or 
• sexual orientation 
• Commission or alleged commission of any offence and any related court proceedings. 

 

Technology is to be interpreted broadly, to include any means of collecting or Processing Data, including, 
without limitations, computers and networks, telecommunications systems, video and audio recording devices, 
biometric devices, closed circuit television, etc.  
 
Criminal Offence Data means Personal Data containing information as to the offenders or suspected 
offenders: 
 

• criminal activity 
• allegations 
• investigations  
• proceedings 
• unproven allegations 
• information relating to the absence of convictions 
• personal data about penalties 
• conditions or restrictions placed on an individual as part of the criminal justice process; or 
• civil measures which may lead to a criminal penalty if not adhered to. 
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Privacy Statement* 
 
Collection of personal data 
 
As a visitor to the Prestige websites, you are generally in control of the personal data shared with us.  We may 
capture limited personal data automatically via the use of cookies on our website.   
 
Please see the section on Cookies below for more information. 
 
We receive personal data, such as name, title, company address, email address, and telephone and fax 
numbers, from website visitors; for example, when an individual registers on our website or subscribes to 
updates from us. 
 
You are also able to send an email to us through the website. These messages will generally contain the user’s 
screen name and email address, as well as any additional information the user may wish to include in the 
message.     
 
We ask that you do not provide sensitive information (such as race or ethnic origin; political opinions; religious 
or philosophical beliefs; trade union membership; physical or mental health; genetic data; biometric data; 
sexual life or sexual orientation; and, criminal records) to us when using our website; if you choose to provide 
sensitive information to us for any reason, the act of doing so constitutes your explicit consent for us to collect 
and use that information in the ways described in this privacy statement or as described at the point where 
you choose to disclose this information. 
 
Email 
 
When you send an email to any email address displayed on our website, we may collect your email address 
and any other information you provide in that email (such as your name, telephone number and the information 
contained in any signature block in your email, along with any attachments provided).” 
 
Withdrawing Consent  
 
Should you subsequently choose to unsubscribe from mailing lists or any registrations, we will provide 
instructions on the appropriate webpage, in our communication to the individual, or the individual may contact 
us by email to info@prestgefunds.com. 
 
Cookies 
 
We use small text files called ‘cookies’ which are placed on your hard drives to assist in personalising and 
enriching your browsing experience by displaying content that is more likely to be relevant and of interest to 
you.   The use of cookies is now standard operating procedure for most websites.  However, if you are 
uncomfortable with the use of cookies, most browsers now permit users to opt-out of receiving them.  You 
need to accept cookies in order register on our website.  You may find other functionality in the website 
impaired if you disable cookies. After termination of the visit to our site, you can always delete the cookie from 
your system if you wish. 
 
Links to Other Websites 
 
This Privacy Statement applies only to this website.  This website may contain links to other websites not 
operated or controlled by Prestige (“Third Party websites”).  Policies and procedures described in this Privacy 
Statement do not apply to third party websites.   
 
Prestige is not responsible for the contents of any linked site, or any link contained in a linked website.  Such 
links have been provided to you only as a convenience and the inclusion of a link does not imply endorsement 
by Prestige of the website 
 

mailto:info@prestgefunds.com


 
 
_________________________________________________________________________________ 
 

Prestige Capital Management Limited – Data Protection Policy – POL13/ V02/ Y2025           12 | P a g e  
 

Links from this website do not imply that Prestige endorses or has reviewed the third-party websites.  We 
suggest contacting those websites directly for information on their own privacy statements. 
 
Use and protection of visitor’s personal data 
 
When a visitor provides personal data to us, we will use it for the purposes for which it was provided to us as 
stated at point of collection (or as obvious from the context of the collection).  Typically, personal data is 
collected to: 
 

• register for certain areas of the site 
• subscribe to updates 
• enquire for further information 
• distribute requested reference materials 
• monitor and enforce compliance with our terms and conditions for use of our website 
• administer and manage our website, including confirming and authenticating identity and preventing 

unauthorised access to restricted areas, premium content or other services limited to registered users; 
and 

• aggregate data for website analytics and improvements. 
 
Registration details of professional advisors / intermediaries etc will be stored on a secure database.   
Private individuals who try to register will have their applications rejected and their details will be deleted within 
48 hours. 
 
Prestige relies on third parties to assist in its Processing activities; Prestige choose Data Processors who 
comply with Data privacy and security requirements to a similar or equivalent standard and will take reasonable 
steps to ensure compliance with those measures. 
 
Unless we are asked not to, we may also use your data to contact you with information about Prestige’s 
business, services and events, and other information which may be of interest to you.   
 
Our websites do not collect or compile personal data for the dissemination or sale to outside parties for 
consumer marketing purposes or host mailings on behalf of third parties.  If there is an instance where such 
information may be shared with a party that is not a Prestige Company, the visitor will be asked for their consent 
beforehand. 
 
Prestige uses technical and organisational security measures to reasonably protect personal data against 
unauthorised access, accidental or intentional manipulation, loss and destruction. 
 
The internet is not typically considered as a secure environment and therefore information sent can be 
accessed by unauthorised entities, potentially affecting the integrity of the communication itself. 
 
Please note that Prestige accepts no responsibility or liability for the security of your information whilst in transit 
over the internet.  To protect your privacy, we would like to remind you that you may choose another means 
of communication if you deem it appropriate. 
 
Data retention 
 
Personal data collected via our websites will be retained by us for as long as it is necessary (e.g., for as long 
as we have a relationship with the relevant individual). By accessing the Prestige Website, you are accepting 
this Privacy Statement and acknowledging the Data Protection Policy of Prestige (“Statement”).  
 
If you do not agree to this Statement, do not proceed to further web pages of the Prestige website or any 
associated Prestige Company Website as listed within this site. 
 
This Statement may be subject to change from time to time; therefore, it is advised that you consult it on a 
regular basis. 
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This Policy is based upon the UK Data Protection Act 2018 and the General Data Protection Regulation 
(GDPR) as amended on 1 January 2021 by regulations under the European Union (Withdrawal) Act 2018, 
reflecting the UK’s status outside the EU. The policy continues to operate alongside EU Regulation 2016/679 
(GDPR), which provides a model for global data protection and privacy compliance. 
 
For operations based in Malta, this Policy also reflects the requirements of the Maltese Data Protection Act 
(Chapter 586 of the Laws of Malta), which supplements the GDPR and governs its national implementation. 
 
This Policy has been adopted by Prestige affiliated companies and currently applies to operations conducted 
in the United Kingdom and Malta. Where Prestige expands to other jurisdictions, this Policy may be 
supplemented with additional local requirements as necessary. 
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requested. 
 

Prestige 
Capital 
Services 

UK 
Compliance 
and DW 
Notated to 
Board 

June 2023 

June 2024 Revision 6 Annual Policy Review  
Personal Data 
definition updates and 
storage defined 
Sensitive and Special 
Data Category further 
defined  
Criminal Offence data 
added, and definition 
widened 

Prestige 
Capital 
Services 

UK 
Compliance 
and DW 
Notated to 
Board 

June 2024 

October 
2024 

Revision 7 Data Subject Rights 
Updated 
Country responsibility 
requirement upscaled  
Clarification on 
complex request 
process 

Prestige 
Capital 
Services 

UK 
Compliance 
and DW 
Notated to 
Board 

October 
2024 

June 2025 POL13/V02
/Y2025) 

Policy reviewed to 
include specific 
reference to Malta as a 
defined notated 
Company in the Policy 
and inclusion of Local 
and European specifics 
Including upscaling to 
cover DORA 

Corporate 
Solutions, 
Malta 
Complianc
e 

PCML 
Board of 
Directors 

June 2026 
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